
For CMA Instructors: 
How to Access Alliant Health’s Application in OKTA 

 
As an added layer of security, Alliant Health Solutions will require Multifactor Authentication (MFA) for 
all CMA instructors. In addition to entering a password, active CMA instructors will be required to enter 
a code before access is granted to the CMA instructor registration site. There will be no change to the 
request process of those applying to become active certified medication aide instructors. Users will 
continue to register on the mmis.georgia.gov website under the NURSE AIDE/MEDICATION AIDE 
module, then select CERTIFIED MEDICATION AIDE, and finally select the CMA INSTRUCTOR registration 
link.  
 

 

 

After a CMA instructor becomes active in our system, the user will receive an email with instructions to 
activate their account within 7 days of receiving the email. The user must select the ACTIVATE OKTA 
ACCOUNT button provided in the email received. 

 

Example of Email below: 

Welcome to Okta!  

Hi User,  



Effective May 2022, Alliant Health Solutions is using Okta to manage the Certified Medication 
Instructor web application. All applications will now be conveniently accessible through a 
single, secure home page. Watch this short video to learn more: 
https://www.okta.com/intro-to-okta/  

Your system administrator has created an Okta user account for you. 
Click the following link to activate your Okta account:  

Activate Okta Account   

This link expires in 7 days.  

 

After selecting the ACTIVATE OKTA ACCOUNT link, create a new password, select a security question 
from the drop-down menu, provide an answer and then select a security image. Then select the CREATE 
MY ACCOUNT PASSWORD button. 

https://www.okta.com/intro-to-okta/
https://cmaallianthealth.okta.com/welcome/DQA7p5ndsfTqKLgTUZiN?fromURI=https%3A%2F%2Fcma.allianthealth.org


 



 

After you select CREATE MY ACCOUNT, you will be sent to the CMA site to enter your username and 
password. 



 

Select the SIGN IN button, then select SEND EMAIL for the 2nd authentication factor in which you will 
receive an email with a six-digit code. You must enter the six-digit code to verify your account access.  



 

 

 

Example of authentication email 



 

 

Enter the code that was emailed to you and select VERIFY. 



 

 

Select Configure Next Factor to add the 2nd multifactor authentication 



 

 

Enter your cell phone number then select Send Code 



 

 

Check your cell phone, enter the Code, and select Verify. 



 

After you select VERIFY, the CMA application will populate. 

 

 


